Go Wireless at UCF
Configuring Windows 7
for UCF_WPA2

Before Clicking on UCF_WPA2
The network settings should be configured first. If on campus, please connect to the UCF_Guest network and go https://publishing.ucf.edu/sites/itr/cst/Pages/UcfWpa2Windows7.aspx

Click on the "Click here to run the script for Windows 7" link.

When the dialog open, click Run.

When the script finished configuring your system. A window will open. Verify that it says the "Profile UCF_WPA2 is added on interface..."

Joining the UCF_WPA2 Network
Once your device is configured you can connect to UCF_WPA2 using your NID and NID password. Need your NID? Visit http://my.ucf.edu/pid.html to look up your NID.
Need your NID password? Read the Updating Your NID Password section below.

When in range of UCF_WPA2 you should see a notice pop up in the notification area. Click it.

If a window opens about the “AddTrust External CA Root”, click Connect.

For Set Network Location, click Public Location. Click Close.

Your device should now be connected to UCF_WPA2

Updating Your NID Password
Your NID password will expire every 60 days. Please change the password using the NID Password Self Reset tool at http://mynid.ucf.edu before it expires and change it on all devices/systems that use it. Your account may become locked if a device is trying to use the old password. Your account will unlock 15 minutes after the last connection attempt.